**Národní plán obnovy**

**PRAVIDLA PRO ŽADATELE A PŘÍJEMCE**

**PŘÍLOHA Č. 10**

**SEcurity self assessment**

**Platnost od 29. 11. 2024**

**Security self AssesSment[[1]](#footnote-1)**

Základní informace o projektu

|  |
| --- |
| **I.1 Identifikace projektu** |
| Evidenční číslo projektu: |  |
| Název projektu: |  |
| Komponenta č.: |  |
| Název komponenty: |  |
| Datum zahájení realizace projektu: |  | Datum ukončení realizace projektu: |  |

|  |
| --- |
| **I.2 Identifikace zhotovitele Zprávy** |
| Jméno a příjmení zhotovitele: |  |
| Telefonní číslo: |  |
| E-mail: |  |
| Datum vypracování zprávy: |  |

|  |
| --- |
| **I.3 Identifikace Příjemce**  |
| Název příjemce: |  |
| IČO: |  |
| Jméno a příjmení statutárního zástup: |  |

BEZPEČNOSTNÍ RIZIKA projektu[[2]](#footnote-2)

|  |
| --- |
| **II.1 RIZIKA projektu z hlediska kybernetické bezpečnosti[[3]](#footnote-3)** |
| Název rizika: |  |
| Podrobný popis řešení a opatření k předcházení rizika: |
|  |
| Zhodnocení výsledky opatření[[4]](#footnote-4): |
|  |

|  |  |
| --- | --- |
| Název rizika: |  |
| Podrobný popis řešení a opatření k předcházení rizika: |
|  |
| Zhodnocení výsledků opatření: |
|  |

|  |  |
| --- | --- |
| Název rizika: |  |
| Podrobný popis řešení a opatření k předcházení rizika: |
|  |
| Zhodnocení výsledků opatření: |
|  |

|  |
| --- |
| **II.2 Souhrnné zhodnocení PREVENCE kybernetických RIZIK Projektu** |
|  |

Čestné prohlášení příjemce

Jako příjemce finanční podpory z Evropského Nástroje pro oživení a odolnost (RRF) prohlašuji, že:

1. Vykonávám plnou kontrolu nad svou podnikovou strukturou a rozhodovacími procesy způsobem, který neomezuje schopnosti realizovat a dokončit projekt a nepodléhám závazkům zahraniční jurisdikce, které mohou ohrozit bezpečnost Evropské Unie.
2. Účinně bráním nezpůsobilým třetím zemím nebo nezpůsobilým subjektům z třetích zemí v přístupu k utajovaným a citlivým informacím, které souvisejí s projektem.
3. Zajišťuji, aby výsledky projektu zůstaly u příjemců podpory a nepodléhaly kontrole nebo omezením ze strany nezpůsobilých třetích zemí nebo nezpůsobilých subjektů z třetích zemí během realizace projektu a po určitou dobu po jeho dokončení, jak je definováno v podmínkách této výzvy.
4. Splňuji nejpřísnější požadavky na kybernetickou bezpečnost stanovené vnitrostátními právními předpisy a příslušnými právními předpisy Evropské Unie.

V ………………… dne ……………….. .........………………………………………

 (razítko, jméno a podpis statutárního orgánu příjemce)

1. 1 Sebehodnocení bezpečnosti realizované aplikace. [↑](#footnote-ref-1)
2. Doporučená délka kapitoly II je přibližně 1500 až 3000 znaků. Cílem je stručný popis rizik a opatření, přičemž lze odkázat na platné certifikáty v oblasti kybernetické bezpečnosti. [↑](#footnote-ref-2)
3. Stručně popište rizika a v případě potřeby doložte samostatný soubor s obrázky a tabulkami. [↑](#footnote-ref-3)
4. Stručně popište výsledky provedených opatření, v případě potřeby doplňte popisem či přílohami bezpečnostních certifikátů od dodavatelů apod. [↑](#footnote-ref-4)